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Welcome to our termly newsletter that will keep you up to date with essential information regarding
safeguarding. We will be focusing on Online Safety. Please remember that if you ever have a safeguarding
concern regarding your child, or indeed another child, you can always speak to any member of staff or a
member of our school’s safeguarding team, details of which are available from the school office or via our
school website.

Does your child know what personal information is?

Does your child understand the importance of keeping information private? Are they aware that by
uploading a video or photo online, they may actually be sharing private information without realising? For
example, have they (or even you) ever uploaded a photo or video with the following in it: Wearing their
school uniform or wearing a local club shirt? Showing their local area in the background, perhaps
inadvertently including street names, shop names or house numbers? Celebrating their birthday?

Talk to your children, do they realise the potential consequences of posting their personal information? Do
they truly know all of their online ‘friends’? By sharing photos described above, a follower might be able to
work out what school or clubs they attend, where they live and their date of birth.

Do you want people knowing this information about your child?

What are your children saying online?

Most games now include some form of chat facility; this can be via a headset or via a messaging feature
within the game. It is very easy within these chats to behave in a way that children wouldn't if they were
face to face with each other e.g. it is easier to call another child a nasty name via a screen than to say it
to their face.

These types of incidents can quickly escalate as online environments are often unsupervised so whereas
an incident of name calling on the playground is quickly brought to the attention of a member of staff this
doesn’t happen in an online environment. Talk to your children about how they are speaking to their friends
online. Sit with them while they are playing the game to see how your child chats with others, is it always
appropriate? Explain to them what to do if they are called a nasty name, how should they respond and
what they can do if a situation escalates.

9.

Christmas is coming —

Christmas is almost upon us once again, and soon some lucky children will be excitedly tearing the
wrapping off a new mobile phone, tablet or games console. For some of them, it will be the first time they’ve
owned a device that connects them to the online world. Even for older children, a new device means new
corners of the digital landscape to explore — and unfortunately, new risks to be aware of.
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These top tips will help you guide your young ones in enjoying their new digital gifts safely and responsibly
throughout the year to come.

In the guide, you'll find tips such as how to turn location settings off, how to discourage device dependency
and how to set up parental controls.

At National Online Safety, we believe in empowering mits, carers and trusted adults with the information to hold aninformed canversation about anline safety with their children, should they feel it Is
needed. This guid e focases on one toplc of many which we befleve trusted adults should be aware of. Please visit www.nationalon linesafety.com fior further guides, hints and tips for adults.
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them to the online world. Even for older children, a new device means new corners

of the digital landscape to explore - and, unfortunately, new risks to be aware of.
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if your child s new device bas a posswond This really is anessential when your child getsa Ona of the first things childrenwontto dowith any
protection feoture, use it 1t helpto keep their new device, so they're protected from the outset. new device is play gomes ond exploreapps. Before
private infarmation safe and will deny others Most phones, tablets aond consoles ollow you to they downlood anything orinstall o new consale
occess to their devicewithout permission. Your customisetheir settings to determine which games gome, check its oge roting. Many populor games ond
children‘s passwaords should be sormething your child con play, how they concommunicote apps hove contentthat's not suitatse far younger
memonable to them - but sormething whichother {ond who with }, what content they conaccess and ages. The safest long-term solutionis to od ust the
people can't guess (it's also a good idea for g0 on.twill give you peace of mind that they can't device's settings 50 they con anly downlood and use
parents towrite it down incose it gets fargottent). inodwartently dosomeathing they shouldmt. gomes ond apps apprapriote far their oge.
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Maoke sura your child understonds: that they Bafora your children stort using their new Of course, children who've just got a new device will
should newar share their phone numberwith device in earnest, tolk to them about in-opp naturally want to spend os much time on it as
someona they don’t know or occepta friend purchoses and other woys: thot maoney | possible. But whether they're zapping bod guys,
requestfrom them. They should o so appreciate might be spent through their device. Once T waotching videosor connecting with friends, it's easy
that it's a good ideato mainly keep their device they understond, you might wantto ogree fior them to get attoched wery guickly. Gently remind
outof sight, never lendiit to astranger, and never an aspending limit and reassure themn that 3 them that having family time, going outdoors and
put it down somewherathat other people could they con cometo you if they're uncertoin, or getting some exarcise one still fun, too. And the

steal it or take it to use without asking. if they howve mode a purchose by accident. dewvice will be there whenthey get bock.

EXPLAIN SECURE =N LIMIT , ONLY PAIR WITH KNOWN
= WIFI NETWORKS i = SCREEN TIME : = BLUETOOTH DEVICES

** Your homme WiFi is protected byo possword thot Using adevice for too long, especially just before ¥our ¢ hild may want to connect to anather
anly your family knows, whereas public networks bed,can interfere with o cf sleap qudlity and | device via Bluetooth, so they can listen to
(like those found in coffee shops, for example }con reduce their concentration ond ove rall ' " music wirelessly ar share pictures ond videos
be occessed by anyone. It'simportant that your enthusiasm. it mightbe helpful to ogree on g with nearby friends. But if they use Bluetooth
child grasps this difference becouss, iftheyre cartantimes of doy when they don't use their tolink with adevice that they dont know,
using o portoble device onanunsecursd netwark, device. Most devices® settings let you specify a they're at risk of a stranger being oble to sea I
then a hacker could ocoess their persanal screan-tirme lirnit, helping your ¢ hild to story fresh their parsanal infarmation or having T
information without them even lnowing. and focused in order to perform well ot schoal. someone transmit a virus onto their device.
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*SETTINGS OFF . x = THE SURROUNDINGS =NEED TO TALK

It's safest to disable the device'slocation services It's guite common to see adults not lookingwhere Evenwhenyou‘ve maode a device os secure os you e
(if it's a portable device) so your child doesnt they're going while engrossed in their phone. can, there’s still o possibility of your child seeing
inadwertently make other people aware of where Childre nare even mare ecsily distrocted. Insome something that bothers them, or someone they

they are. You can usually do this wiathe device's coses, children hove been hit by cars or cyclists don’t know otternpting to contact therm. If this
privacy control settings. Turning loc ation settings becouse they were staring ot their device andlost hoppens, listen to their concerns, empathise ond

off not anly meons your child’s wharenobouts con't trock of where they were. Rernind your child that reassure them. Once they'we explained what

be trocked by others, it also significantly extends screens and walking don't mib. if they need to use hoppened, youcan decida if you should take further
beot tery life. their device, they should stopinasofe place first. i action like blocking or reporting another user.
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How much screen time is your child having?

In the technological world we live in, it is really important that we are aware of and monitor our children’s
use of technology so that they are not spending too much time online and attached to devices.

What is screen time?
Screen time is the time you spend watching TV or DVDs, using computers, playing video or hand-held
computer games, or using tablets or smartphones.

Screen time can be:
e interactive — for example, playing video games, communicating via Skype, or using online tools to
draw pictures
¢ not interactive — for example, sitting still and watching movies, TV programs or YouTube videos
e educational — for example, doing homework online
e recreational — for example, playing games or watching videos for fun.

Screen time guidelines

Child development experts recommend limiting children’s daily screen time. This is because real-life
interactions with you and others are much better for your child’s wellbeing, learning and personal
development.

What do screen time limits mean for your child?
Screen time limits are about making sure your child enjoys lots of healthy, fun activities — both with and
without screens.

Limits mean looking at the time your child spends on screens and making sure it doesn’t get in the way of
sleep and activities that are good for their development. These activities include things like physical play,
reading, creative play like drawing, and social time with family and friends.

We recommend that children are not playing video games close to their bedtime as their bodies are still
stimulated by the game and cause difficulties getting to sleep. Consider calming activities such as reading
before bedtime.

Further Information

For further safeguarding information, you can view our website or visit:

www.saferinternet.org.uk

www.nspcc.org.uk

www.childnet.com

www.childline.org.uk

www.02.co.uk/help/online-safety

www.thinkuknow.co.uk

Paul Davidson
DSL


http://www.saferinternet.org.uk/
http://www.nspcc.org.uk/
http://www.childnet.com/
http://www.childline.org.uk/
http://www.o2.co.uk/help/online-safety
http://www.thinkuknow.co.uk/

	Screen time guidelines

